
       INTRODUCTION    

      Why Write a Book about Cybersecurity and Cyberwar?   

 “All this cyber stuff.” 

 The setting was a Washington, DC, conference room. The 

speaker was a senior leader of the US Department of Defense. 

The topic was why he thought cybersecurity and cyberwar was 

so important. And yet, when he could only describe the problem 

as “all this cyber stuff,” he unintentionally convinced us to write 

this book. 

 Both of us are in our thirties and yet still remember the fi rst 

computers we used. For a fi ve-year-old Allan, it was an early 

Apple Macintosh in his home in Pittsburgh. Its disk space was so 

limited that it could not even fi t this book into its memory. For a 

seven-year-old Peter, it was a Commodore on display at a science 

museum in North Carolina. He took a class on how to “program,” 

learning an entire new language for the sole purpose of making one 

of the most important inventions in the history of mankind print out 

a smiley face. It spun out of a spool printer, replete with the perfo-

rated paper strips on the side. 

 Three decades later, the centrality of computers to our lives is 

almost impossible to comprehend. Indeed, we are so surrounded 

by computers that we don’t even think of them as “computers” any-

more. We are woken by computerized clocks, take showers in water 

heated by a computer, drink coffee brewed in a computer, eat oat-

meal heated up in a computer, then drive to work in a car controlled 

by hundreds of computers, while sneaking peeks at the last night’s 

sport scores on a computer. And then at work, we spend most of our 

day pushing buttons on a computer, an experience so futuristic in 
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2 INTRODUCTION

our parents’ day that it was the stuff of  The Jetsons  (George Jetson’s 

job was a “digital index operator”). Yet perhaps the best way to gain 

even a hint of computers’ modern ubiquity is at the end of the day. 

Lie in bed, turn off the lights, and count the number of little red 

lights staring back at you. 

 These machines are not just omnipresent, they are connected. The 

computers we used as little kids stood alone, linked to nothing more 

than the wall electricity socket and maybe that spool printer. Just a 

generation ago, the Internet was little more than a link between a few 

university researchers. The fi rst “electronic mail” was sent in 1971. 

The children of those scientists now live in a world where almost 40 

trillion e-mails are sent a year. The fi rst “website” was made in 1991. 

By 2013, there were over 30 trillion individual web pages. 

 Moreover, the Internet is no longer just about sending mail or 

compiling information: it now also handles everything from linking 

electrical plants to tracking purchases of Barbie dolls. Indeed, Cisco, 

a company that helps run much of the back end of the Internet, esti-

mated that 8.7 billion devices were connected to the Internet by the 

end of 2012, a fi gure it believes will rise to 40 billion by 2020 as cars, 

fridges, medical devices, and gadgets not yet imagined or invented all 

link in. In short, domains that range from commerce to communica-

tion to the critical infrastructure that powers our modern-day civiliza-

tion all operate on what has become a globalized network of networks. 

 But with the rise of “all this cyber stuff,” this immensely impor-

tant but incredibly short history of computers and the Internet has 

reached a defi ning point. Just as the upside of the cyber domain is 

rippling out into the physical domain, with rapid and often unex-

pected consequences, so too is the downside. 

 As we will explore, the astounding numbers behind “all this cyber 

stuff” drive home the scale and range of the threats: 97 percent of 

Fortune 500 companies have been hacked (and 3 percent likely have 

been too and just don’t know it), and more than one hundred gov-

ernments are gearing up to fi ght battles in the online domain. 

Alternatively, the problems can be conceptualized through the tough 

political issues that this “stuff” has already produced: scandals like 

WikiLeaks and NSA monitoring, new cyberweapons like Stuxnet, and 

the role that social networking plays in everything from the Arab Spring 

revolutions to your own concerns over personal privacy. Indeed, 

President Barack Obama declared that “cybersecurity risks pose some 
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of the most serious economic and national security challenges of the 

21st century,” a position that has been repeated by leaders in coun-

tries from Britain to China. 

 For all the hope and promise of the information age, ours is also 

a time of “cyber anxiety.” In a survey of where the world was head-

ing in the future,  Foreign Policy  magazine described the cyber area as 

the “single greatest emerging threat,” while the  Boston Globe  claimed 

that future is already here: a “cyber world war” in progress that will 

culminate in “bloody, digital trench warfare.” 

 These fears have coalesced into the massive booming business 

of cybersecurity, one of the fastest growing industries in the world. 

It has led to the creation of various new governmental offi ces 

and bureaucracies (the US Department of Homeland Security’s 

National Cyber Security Division has doubled or tripled in size 

every year since its inception). The same is true for armed forces 

around the globe like the US Cyber Command and the Chinese 

“Information Security Base” ( xinxi baozhang jidi ), new military 

units whose very mission is to fi ght and win wars in cyberspace. 

 As we later consider, these aspects of “cyber stuff” raise very real 

risks, but how we perceive and respond to these risks may be even 

more crucial to the future, and not just of the Internet. As Joe Nye, 

the former Dean of the Harvard Kennedy School of Government, 

notes, if users begin to lose confi dence in the safety and security of 

the Internet, they will retreat from cyberspace, trading “welfare in 

search of security.” 

 Fears over cybersecurity increasingly compromise our notions 

of privacy and have allowed surveillance and Internet fi ltering to 

become more common and accepted at work, at home, and at the 

governmental level. Entire nations, too, are pulling back, which 

will undermine the economic and human rights benefi ts we’ve seen 

from global connectivity. China is already developing its own net-

work of companies behind a “Great Firewall” to allow it to screen 

incoming messages and disconnect from the worldwide Internet if 

needed. As a Yale Law School article put it, all of these trends are 

“converging into a  perfect storm  that threatens traditional Internet 

values of openness, collaboration, innovation, limited governance 

and free exchange of ideas.” 

 These issues will have consequences well beyond the Internet. 

There is a growing sense of vulnerability in the physical world from 
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new vectors of cyberattack via the virtual world. As a report entitled 

“The New Cyber Arms Race” describes, “In the future, wars will not 

just be fought by soldiers with guns or with planes that drop bombs. 

They will also be fought with the click of a mouse a half a world 

away that unleashes carefully weaponized computer programs that 

disrupt or destroy critical industries like utilities, transportation, 

communications, and energy. Such attacks could also disable mili-

tary networks that control the movement of troops, the path of jet 

fi ghters, the command and control of warships.” 

 Such a vision of costless war or instant defeat either scares or 

comforts, wholly dependent on which side of the cyberattack 

you’re on. The reality, as we explore later in the book, is much more 

complex. Such visions don’t just stoke fears and drive budgets. 

They also are potentially leading to the militarization of cyber-

space itself. These visions threaten a domain that has delivered 

massive amounts of information, innovation, and prosperity to the 

wider planet, fuel tensions between nations, and, as the title of the 

aforementioned report reveals, maybe even have set in motion a 

new global arms race. 

 In short, no issue has emerged so rapidly in importance as cyber-

security. And yet there is no issue so poorly understood as this 

“cyber stuff.”  

    Why Is There a Cybersecurity Knowledge Gap, 

and Why Does It Matter?   

 “Rarely has something been so important and so talked about with 

less and less clarity and less apparent understanding. . . . I have sat in 

 very  small group meetings in Washington . . . unable (along with my 

colleagues) to decide on a course of action because we lacked a clear 

picture of the long term legal and policy implications of  any  decision 

we might make.” 

 This is how General Michael Hayden, former Director of the 

CIA, described the cybersecurity knowledge gap and the dangers it 

presents. A major part of this disconnect is the consequence of those 

early experiences with computers, or rather the lack of them among 

too many leaders. Today’s youth are “digital natives,” having grown 

up in a world where computers have always existed and seem a nat-

ural feature. But the world is still mostly led by“digital immigrants,” 
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older generations for whom computers and all the issues the Internet 

age presents remain unnatural and often confusing. 

 To put it another way, few older than fi fty will have gone through 

their university training even using a computer. Even the few who 

did likely used one that stood alone, not connected to the world. Our 

most senior leaders, now in their sixties and seventies, likely did not 

even become familiar with computers until well into their careers, 

and many still today have only the most limited experience with 

them. As late as 2001, the Director of the FBI did not have a com-

puter in his offi ce, while the US Secretary of Defense would have 

his assistant print out e-mails to him, write his response in pen, and 

then have the assistant type them back in. This sounds outlandish, 

except that a full decade later the Secretary of Homeland Security, in 

charge of protecting the nation from cyberthreats, told us at a 2012 

conference, “Don’t laugh, but I just don’t use e-mail at all.” It wasn’t 

a fear of security, but that she just didn’t believe e-mail useful. And 

in 2013, Justice Elena Kagan revealed the same was true of eight out 

of nine of the United States Supreme Court justices, the very people 

who would ultimately decide what was legal or not in this space. 

 It is not solely an issue of age. If it was, we could just wait until 

the old farts died off and all would be solved. Just because some-

one is young doesn’t mean the person automatically has an under-

standing of the key issues. Cybersecurity is one of those areas that 

has been left to only the most technically inclined to worry their 

uncombed heads over. Anything related to the digital world of zeros 

and ones was an issue just for computer scientists and the IT help 

desk. Whenever they spoke, most of us would just keep quiet, nod 

our heads, and put on what author Mark Bowden calls “the glaze.” 

This is the “unmistakable look of profound confusion and disinter-

est that takes hold whenever conversation turns to workings of a 

computer.” The glaze is the face you put on when you can only call 

something “stuff.” Similarly, those who are technically inclined too 

often roll their eyes at the foreign logic of the policy and business 

worlds, scoffi ng at the “old way” of doing business, without under-

standing the interactions between technology and people. 

 The result is that cybersecurity falls into a no man’s land. The 

fi eld is becoming crucial to areas as intimate as your privacy and 

as weighty as the future of world politics. But it is a domain only 

well known by “the IT Crowd.” It touches every major area of 
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public- and private-sector concern, but only the young and the com-

puter savvy are well engaged with it. In turn, the technical com-

munity that understands the workings too often sees the world only 

through a specifi c lens and can fail to appreciate the broader picture 

or nontechnical aspects. Critical issues are thus left misunderstood 

and often undebated. 

 The dangers are diverse and drove us in the writing of the book. 

Each of us, in whatever role we play in life, must make decisions 

about cybersecurity that will shape the future well beyond the world 

of computers. But often we do so without the proper tools. Basic 

terms and essential concepts that defi ne what is possible and proper 

are being missed, or even worse, distorted. Past myth and future 

hype often weave together, obscuring what actually happened and 

where we really are now. Some threats are overblown and overre-

acted to, while others are ignored. 

 This gap has wide implications. One US general described to us 

how “understanding cyber is now a command responsibility,” as it 

affects almost every part of modern war. And yet, as another gen-

eral put it pointedly, “There is a real dearth of doctrine and policy in 

the world of cyberspace.” His concern, as we explore later, was not 

just the military side needed to do a better job at “cyber calculus,” 

but that the civilian side was not providing any coordination or 

guidance. Some liken today to the time before World War I, when 

the militaries of Europe planned to utilize new technologies like 

railroads. The problem was that they, and the civilian leaders and 

publics behind them didn’t understand the technologies or their 

implications and so made uninformed decisions that inadvertently 

drove their nations into war. Others draw parallels to the early 

years of the Cold War. Nuclear weapons and the political dynamics 

they drove weren’t well understood and, even worse, were largely 

left to specialists. The result was that notions we now laugh off as 

Dr. Strangelovian were actually taken seriously, nearly leaving the 

planet a radioactive hulk. 

 International relations are already becoming poisoned by this dis-

connect between what is understood and what is known. While we 

are both Americans, and thus many of the examples and lessons in 

this book refl ect that background, the “cyber stuff” problem is not 

just an American concern. We were told the same by offi cials and 

experts from places ranging from China and Abu Dhabi to Britain 
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and France. In just one illustration of the global gap, the offi cial 

assigned to be the “czar” for cybersecurity in Australia had never 

even heard of Tor, a critical technology to the fi eld and its future 

(don’t worry, you—and hopefully she—will learn what everyone 

needs to know about Tor in Part II). 

 This is worrisome not just because of the “naiveté” of such pub-

lic offi cials, but because it is actually beginning to have a danger-

ous impact on global order. For instance, there is perhaps no other 

relationship as important to the future of global stability as that 

between the two great powers of the United States and China. Yet, 

as senior policymakers and general publics on both sides struggle 

to understand the cyber realm’s basic dynamics and implications, 

the issue of cybersecurity is looming ever larger in US-China rela-

tions. Indeed, the Chinese Academy of Military Sciences released 

a report whose tone effectively captured how suspicion, hype, 

ignorance, and tension have all begun to mix together into a dan-

gerous brew. “Of late, an Internet tornado has swept across the 

world . . . massively impacting and shocking the globe. . . . Faced 

with this warm-up for an Internet war, every nation and mili-

tary can’t be passive but is making preparations to fi ght the 

Internet war.”  

 This kind of language—which is mirrored in the US—doesn’t 

illustrate the brewing global cyber anxiety. It also reveals how 

confusion and misinformation about the basics of the issue help 

drive that fear. While both sides, as we explore later on, are active 

in both cyber offense and defense, it is the very newness of the 

issue that is proving so diffi cult. Top American and Chinese gov-

ernmental leaders talked with us about how they found cybersecu-

rity to be far more challenging than the more traditional concerns 

between their nations. While they may not agree on issues like 

trade, human rights, and regional territorial disputes, they at least 

understand them. Not so for cyber, where they remain woefully 

ill-equipped even to talk about what their own nation is doing, 

let alone the other side. For example, a top US offi cial involved in 

talks with China on cyber issues asked us what an “ISP” was (here 

again, don’t fret if you don’t yet know, we’ll cover this soon!). If 

this had been back in the Cold War, that question would be akin to 

not knowing what an ICBM was in the midst of negotiating with 

the Soviets on nuclear issues. 
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8 INTRODUCTION

 Such matters are not just issues for generals or diplomats but also 

for all citizens. The general lack of understanding on this topic is 

becoming a democracy problem as well. As we write, there are some 

fi fty cybersecurity bills under consideration in the US Congress, yet 

the issue is perceived as too complex to matter in the end to vot-

ers, and as a result, the elected representatives who will decide the 

issues on their behalf. This is one of the reasons that despite all these 

bills no substantive cybersecurity legislation was passed between 

2002 and the writing of this book over a decade later. 

 Again, the technology has evolved so quickly that it is no sur-

prise that most voters and their elected leaders are little engaged on 

cybersecurity concerns. But they should be. This fi eld connects areas 

that range from the security of your bank accounts and online iden-

tity to broader issues of who in which governments can access your 

personal secrets and even when and where your nation goes to war. 

We are all users of this realm and are all shaped by it, yet we are not 

having any kind of decent public dialogue on it. “We’re not having 

a really good, informed debate,” as one professor at the US National 

Defense University put it. “Instead, we either punt the problem 

down the road for others to fi gure out, or to the small number of 

people who make important policy in the smoky backrooms.” And 

even that is insuffi cient, given that most people in today’s smoky 

backrooms have never been in an Internet chatroom.  

    How Did You Write the Book and What Do You Hope to Accomplish?   

 With all of these issues at play, the timing and value of a book that 

tried to tackle the basic issues that everyone should know about 

cybersecurity and cyberwar seemed ideal. And the format of this 

Oxford series, where all the books are in a “question and answer” 

style, seemed to hit that sweet spot. 

 As we set out to research and write the book, this question-  

and-answer style then structured our methodology. To put it another 

way, if you are locked into a Q and A format, you better fi rst decide 

the right set of Qs. 

 We tried to gather all the key questions that people had about this 

fi eld, not only those asked by people working in politics or technol-

ogy, but also from our interactions and interviews well beyond. This 

set of questions was backed by what would have previously been 

called a “literature survey.” In the old (pre-Internet) days, this meant 
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going to the library and pulling off the shelf all the books in that sec-

tion of the Dewey decimal system. Today, on this topic especially, 

the sources range from books to online journals to microblogs. We 

were also greatly aided by a series of workshops and seminars at 

Brookings, the think tank in Washington we work at. These gathered 

key public- and private-sector experts to explore questions ranging 

from the effi cacy of cyber deterrence to what can be done about bot-

nets (all questions later dealt with in the book). We also held a series 

of meetings and interviews with key American offi cials and experts. 

They ranged from top folks like the Chairman of the Joint Chiefs, the 

highest-ranking US military offi cer, and the Director of the National 

Security Agency down to low-ranking systems administrators, from 

civilian governors, cabinet secretaries, and CEOs to small business 

owners and teenaged hackers. Our scope was global, and so the 

meetings also included leaders and experts from China (the foreign 

minister and generals from the PLA among them), as well as the UK, 

Canada, Germany, France, Australia, Estonia, United Arab Emirates, 

and Singapore. Finally, while it is a virtual world, we also visited 

key facilities and various cybersecurity hubs in locales that ranged 

from the DC Beltway and Silicon Valley to Paris and Abu Dhabi. 

 Over the course of this journey, we noticed a pattern. The ques-

tions (and the issues that came from them) generally fell under 

three categories. The fi rst were questions of the essential contours 

and dynamics of cyberspace and cybersecurity, the “How does 

it all work?” questions. Think of these as the “driver’s ed” part, 

which gives the basic building blocks to the online world. The sec-

ond were questions on the broader implications of cybersecurity 

beyond cyberspace, the “Why does it matter?” questions. And then 

there were questions on the potential responses, the “What we can 

do?” questions. The following sections follow this basic structure. 

 And with the questions laid out, then came the task of answer-

ing them. This book is the result. While the questions are diverse, 

you’ll notice that over the course of answering them, a few themes 

emerged to run through the book:   

    •     Knowledge matters:  It is vital we demystify this realm if we ever 
want to get anything effective done in securing it.  

   •     People matter:  Cybersecurity is one of those “wicked” problem 
areas that’s rife with complexities and trade-offs. This is in 
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large part not because of the technical side, but because of the 
people part. The people behind the machines are inherently 
inside any problem or needed solution.   

   •     Incentives matter:  If you want to understand why something 
is or isn’t happening in cyberspace, look to the motivations, 
the costs, and the tensions at play behind the issue. Indeed, 
anyone claiming a simple “silver bullet” solution in the cyber 
realm is either ignorant or up to no good.  

   •     The crowd matters:  This is not a realm where governments can 
or should have all the answers. Cybersecurity depends on 
all of us.  

   •     States matter:  That said, governments’ roles are crucial, espe-
cially the United States and China. The reason is not just that 
these two nations remain powerful and infl uential, but that the 
interplay of their often differing visions of cybersecurity are 
critical to the future of both the Internet and world politics.  

   •     Cats matter:  In the end, the Internet is what we make of it. And 
that means while serious “stuff” is at play in it, cyberspace 
is also a fun, often whimsical realm, with memes like danc-
ing babies and keyboard-playing cats. So any treatment of it 
should be sure to capture that whimsy.     

 To put it another way, our goal was to wrestle directly with the 

“cyber stuff” problem that set us on the journey. This is a book writ-

ten by two researchers, following rigorous academic guidelines, and 

published by an esteemed university press. But our intent was not 

a book only for academics. The best research in the world is worth-

less if it does not fi nd its way into the hands of those who need it. 

Indeed, the number of academic papers related to cybersecurity has 

increased at a compound annual growth rate of 20 percent for well 

over a decade. Yet no one would say that the broader world is all the 

more informed. 

 Instead, we embraced this series’ core idea of “what everyone 

needs to know.” Everyone does not need to know the software pro-

gramming secrets of Stuxnet or the legal dynamics of ISP insurance 

schemes. But as we all become more engaged in and dependent on 

cybersecurity, there are certain building blocks of understanding that 

we all need to have. Ignorance is not bliss when it comes to cyber-

security. Cyber issues affect literally everyone: politicians wrestling 
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with everything from cybercrime to online freedom; generals pro-

tecting the nation from new forms of attack, while planning new 

cyberwars; business executives defending fi rms from once unimagi-

nable threats, and looking to make money off of them; lawyers and 

ethicists building new frameworks for right and wrong. Most of all, 

cybersecurity issues affect us as individuals. We face new questions 

in everything from our rights and responsibilities as citizens of both 

the online and real world to how to protect ourselves and our fami-

lies from a new type of danger. 

 So this is not a book only for experts, but rather a book intended 

to unlock the fi eld, to raise the general level of expertise, and then 

push the discussion forward. 

 We hope that you fi nd the journey useful, and ideally even enjoy-

able, just like the world of “cyber stuff” itself. 

 Peter Warren Singer and Allan A. Friedman, 

August 2013, Washington, DC     
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